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Immediate Emergency, or Priority
Emergency call, whichever the case
may be.

(e) Any apparent misuse of prece-
dence indicators by non-Federal Gov-
ernment activities brought to the at-
tention of the communication common
carriers shall be referred to the FCC on
and after-the-fact basis.

(f) Any apparent misuse by Federal
Government activities brought to the
attention of the communication com-
mon carriers shall be referred to the
Executive Agent, National Commu-
nications System. The Executive Agent
will refer any matter which cannot be
resolved with the cognizant Govern-
ment activity to the National Security
Council, for decision.

(g) It is essential to provide public
message and call capability for the
transmission of military, govern-
mental, and essential non-Government
precedence messages and calls. Private
line services for military, govern-
mental, and other essential users are
protected under a Priority System for
Intercity Private Line Services pro-
mulgated by the FCC (FCC Order 67–51)
and the National Security Council.
However, during national emergencies,
military, governmental, and other es-
sential users will have additional re-
quirements for prompt completion of
precedence traffic over public cor-
respondence communication common
carrier facilities. Therefore, notwith-
standing the provisions of the above-
described Priority System for Intercity
Private Line Services, communication
common carriers shall have available a
minimum number of public correspond-
ence circuits at all times so as to pro-
vide for the transmission of precedence
type messages and calls. Normally, the
communication common carriers shall
use their judgment in determining this
number of circuits required for public
correspondence precedence traffic.
However, the authority is reserved to
the National Security Council or the
Federal Communications Commission,
as appropriate to the time and situa-
tion, to revise the decisions of the car-
riers respecting the allocation of cir-
cuits, and to resolve any questions
which are referred to them by the car-
riers or the users.

§ 213.8 Implementation.

Federal departments and agencies
are authorized to issue such additional
orders as are necessary to effect imple-
mentation of this circular.
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§ 214.0 Authority.

The provisions of this part 214 are
issued pursuant to Reorganization Plan
No. 1 of 1977, 42 FR 56101, 91 Stat. 1633,
as amended (5 U.S.C. appendix) and Ex-
ecutive Order 12472. This part 214 re-
places Annex 1 of DMO 3000.1, dated No-
vember 8, 1963, 28 FR 12273.

§ 214.1 Purpose.

The purpose of this part is to provide
guidance for the use of the radio spec-
trum in a period of war, or a threat of
war, or a state of public peril or other
wartime emergency.

§ 214.2 Scope.

This part covers procedures for the
use of radio frequencies upon procla-
mation by the President that there ex-
ists war, or a threat of war or a state
of public peril or other wartime emer-
gency or in order to preserve the neu-
trality of the United States. These pro-
cedures will be applied in the coordina-
tion, application for, and assignment of
radio frequencies upon order of the Di-
rector, OSTP. These procedures are in-
tended to be consistent with the provi-
sions and procedures contained in
emergency plans for use of the radio
spectrum.
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